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Аннотация

Государственная тайна - защищаемые государством сведения в области его военной, внешнеполитической, экономической, разведывательной, контрразведывательной и оперативно-розыскной деятельности, распространение которых может нанести ущерб безопасности Российской Федерации.

Сведения, составляющие государственную тайну, записываются на определенные носители: документы, жёсткие диски, журналы, издания и специальные устройства хранения информации, на которых проставляется гриф секретности для их отличия друг от друга.

Засекречивать информацию имеют право исключительно органы государственной власти и учреждения, которым данные полномочия доверил Президент России. Об этом говорит Указ Президента РФ от 30.11.1995 № 1203 «Об утверждении перечня сведений, отнесенных к государственной тайне».
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Введение

Актуальность: Государственные тайны касаются всех аспектов жизни государства и действуют в глобальном масштабе. Государственная тайна содержит информацию, которая необходима прежде всего для нормального функционирования государства в различных условиях. Очень важно тщательно подходить к процессу допуска должностных лиц и граждан к государственной тайне, кому разрешено разрабатывать и хранить секретную информацию.

Цель: Рассмотрение допуска должностных лиц к информации, составляющую государственную тайну.

Задачи проекта:

1.Рассмотреть понятие и сущность государственной тайны.

2.Проанализировать систему защиты государственной тайны.

3.Выявить формы допуска должностных лиц к информации, составляющую государственную тайну.

Гипотеза: Считается, что организация тщательной проверки и подхода к процессу допуска должностных лиц и граждан к сведениям, составляющие государственную тайну, эффективно сказывается на системе защиты государственной тайны.

Объект исследования: Основы допуска к государственной тайне и система ее защиты.

Основная часть

1. Основы допуска должностных лиц к сведениям, составляющим государственную тайну

1.1. Понятие государственной тайны

1.2. Система защиты государственной тайны

Государственная тайна – это защищаемые государством сведения, распространение которых может нанести ущерб безопасности Российской Федерации. Если сведения могут нанести ущерб безопасности другого государства, то государственной тайной они не являются.

Государство защищает сведения в следующих областях:

1. Военной. Например, информацию о новых видах оружия или планы будущих военных операций.

2. Внешнеполитической. Например, это может относиться к сведениям международных переговорах, разглашение которых может потенциально нанести ущерб безопасности страны.

3. Экономической. Например, информацию о платёжном балансе России и других стран на военный период или о расходах на разработку вооружений.

4. Разведывательной, контрразведывательной и оперативно-розыскной. Сюда относятся и информация о борьбе с терроризмом, и сведения об охране государственной границы, и сведения об организации правительственной связи, а также многое другое.

Но не вся информация из этих областей считается секретной. Для этого должны соблюдаться ещё некоторые условия.

Засекречивать информацию имеют право органы государственной власти и учреждения, которые получили эти сведения. Полный список органов государственной власти и то, какие сведения можно засекретить, указаны в специальном перечне сведений, отнесённых к государственной тайне. Он исчерпывающий: организация, которая в нём не указана, не может засекретить условный рецепт и требовать привлечь к уголовной ответственности своих бывших сотрудников за разглашение государственной тайны.

Засекречивать сведения имеют право следующие силовые ведомства:

- Министерство внутренних дел (МВД)

- Федеральная служба безопасности (ФСБ)

- Федеральная служба охраны (ФСО)

- Министерство Российской Федерации по делам гражданской обороны, чрезвычайным ситуациям и ликвидации последствий стихийных бедствий (МЧС)

-Министерство юстиции (Минюст)

-Минобороны и Аппарат Президента РФ

А также: Министерство экономического развития, **Российский государственный холдинг**, Федеральное космическое агентство, Министерство промышленности и энергетики.

Засекречивать информацию могут и мирные ведомства. Например: Министерство образования и науки, Министерство здравоохранения и социального развития, Министерство сельского хозяйства и Министерство транспорта.

Сведения, которые составляют государственную тайну, записывают на носители: документы, жёсткие диски, журналы, издания и специальные устройства хранения информации.

Для отличия носителей от других на них проставляют специальный гриф секретности.

В России существуют три грифа секретности:

1. Особой важности

2. Совершенно секретно

3. Секретно

Разница между ними в том, какой ущерб может нанести разглашение такой информации.

К сведениям особой важности относятся такие сведения, разглашение которых нанесёт ущерб интересам России в целом.

Совершенно секретные сведения при разглашении могут нанести ущерб интересам министерства, ведомства или отрасли экономики РФ в одной или нескольких из перечисленных областей.

Секретные сведения при разглашении могут нанести ущерб предприятию, учреждению или организации.

Что именно и кому может нанести ущерб, какой гриф той или иной информации присвоить, решают сами руководители государственных органов. Они же создают комиссию, которая составляет развёрнутый перечень сведений, которые нужно засекретить. А уже эта комиссия определяет, что в работе государственного органа или ведомства относится к сведениям особой важности, а что совершенно секретно или секретно.

Данные перечни есть у каждого ведомства, работающего с государственными секретами.

Система защиты государственной тайны – это совокупность органов по защите государственной тайны, средств и методов, которые они используют для защиты информации, составляющей государственную тайну, и деятельности, осуществляемые с этой целью. Методы регулирования этих институтов также в первую очередь связанны с обязательством, императивом, не допускающим отступлений от закона, несколькими вариантами правовой возможности развития ситуации.

Закон относится к органам защиты государственной тайны:

- Межведомственной комиссии по защите государственной тайны, уполномоченной заниматься в сфере безопасности федеральных органов исполнительной власти. Межведомственная комиссия по охране государственной тайны является коллегиальным органом, координирующим деятельность органов государственной власти в области охраны государственной тайны в целях разработки и реализации нормативных инструктивных документов государственных программ, исполнения законодательства Российской Федерации о Государственной тайне.

- Федеральные органы исполнительной власти , уполномоченные в области безопасности, федеральные органы исполнительной власти ,уполномоченные в области обороны, федеральные органы исполнительной власти, уполномоченные в области внешней разведки, федеральные органы исполнительной власти, уполномоченные в области защиты технической информации информационных технологий, и их территориальные органы в соответствии с возложенными на них законодательством Российской Федерации функциями по организации и обеспечению охраны государственной тайны.

- Государственные органы предприятия, учреждения и организации и их структурные подразделения по защите государственной тайны. Государственный органы, предприятия, учреждения и организаций в соответствии с задачами, входящими в их компетенцию, обеспечивают защиту сведений, составляющих государственную тайну. В соответствии с объемом работы по использованию сведений, составляющих государственную тайну, руководители государственных органов, предприятий, учреждений и организаций создают структурные подразделения по защите государственной тайны, функции которых определяются этими руководителями в соответствии с нормативными документами, утверждёнными Правительством Российской Федерации с учётом специфики их работы.

2. Правовые основы допуска должностных лиц к сведениям, составляющим государственную тайну

2.2. Формы допуска

Для должностных лиц и граждан, постоянно признающих государственную тайну, устанавливаются следующие социальные гарантии:

-Процентная надбавка к заработной плате зависит от степени конфиденциальности информации, которую они могут получить.

-Право на продолжение работы в органах государственной власти, на предприятиях, в учреждениях и организациях, осуществляющих организационную деятельность и (или) деятельность сотрудников при прочих равных условиях.

-Для работников структурных подразделений, охраняющих государственную тайну, устанавливается процентная надбавка за выслугу лет работы в этих структурных подразделениях, за исключением социальных гарантий, установленных должностными лицами и гражданами, постоянно признающими государственную тайну.

Организация доступа должностных лиц или граждан к сведениям, составляющим государственную тайну, осуществляется руководителями соответствующих государственных органов, предприятий, учреждений или организаций и их структурных подразделений, охраняющих государственную тайну. Порядок получения должностным лицом или гражданином сведений, составляющих государственную тайну, определяется нормативными документами, утверждёнными Правительством Российской Федерации.

Руководители государственных органов, предприятий, учреждений и организаций несут персональную ответственность за создание условий для ознакомления должностных лиц или граждан только с информацией, составляющих государственную тайну, и объемом, необходимым для выполнения служебных обязанностей (функций).

Государственная тайна должностных лиц и граждан имеет три формы, соответствующие трём степеням секретности информации, составляющие государственную тайну: особо важно информация, совершенно секретная или секретная. Объем мер по проверке зависит от того, насколько конфиденциально будет разрешена информация, обрабатываемая лицом. Федеральная служба безопасности Российской Федерации её территориальный орган совместно с органами, осуществляющими оперативно-разыскную деятельность, осуществляет проверку въезда граждан первой и второй категории. Прием граждан по третьей форме, за исключением случаев, когда руководитель организации сомневаются в достоверности персональных данных, осуществляется ими без принятия мер по проверке органами безопасности. Органы безопасности, сотрудничающие с соответствующими организациями, вправе установить, что доступ к секретной информации разрешен только после принятия органами безопасности мер по проверке.

Основанием для отказа гражданина в доступе государственной тайне может быть:

- Суд признает его недееспособным, недееспособным или особо опасным рецидивистом, который пристает перед судом или расследуются по государственному или другому тяжкому преступлению, имеющему не раскрытую судимость.

- Наличие медицинских противопоказаний при использовании сведений, составляющих государственную тайну, в соответствии с перечнем, утверждённым министерством здравоохранения и медицинской промышленности Российской Федерации.

- Документальное оформление его и (или) его близких родственников на постоянное место жительства заграницей и (или) выезд указанных лиц в другое государство для постоянного проживания.

- Выявление актов зарегистрированных лиц, представляющих угрозу безопасности Российской Федерации в результате проверочной деятельности.

- Уклонение от мер по проверке и (или) умышленное представление ложных персональных данных.

Решение об отказе гражданина в доступе к государственной тайне принимается руководителем учреждения в индивидуальном порядке с учётом результатов проверочной деятельности. Гражданин имеет право обратиться в вышестоящую организацию или в суд. Прекращение доступа к государственной тайне должностным лицом или гражданином может быть прекращено решением руководителя государственного органа, предприятия, учреждения или организации следующих случаях:

1. Расторжение трудового договора в скобках контракта сотрудникам об организации и или деятельности сотрудника.

2. Единичная нарушение ими обязательств по трудовому договору контракту связанных с охраной государственной тайны.

Заключение

Система защиты государственной тайны играет очень важную роль в обеспечении сохранности государственной тайны. Допуск информации является предопределяющим фактором её сохранности, ведь именно от того, кто будет обладать этой информацией зависит сфера использования и применения таких сведений, которые могут повлиять на развитие, благополучие, безопасность мира в целом.

Можно сделать вывод касаемо обеспечения допуска к сведениям, составляющим государственную тайну, в нашей стране. Прежде всего, допуск к государственной тайне строго ограничен и регулируется уполномоченными на то органами власти, каждый из которых имеет свою компетенцию в этой сфере и свои подконтрольные и поднадзорные инстанции. Граждане и должностные лица проходят тщательно отбор, проверку перед получением допуска, а также сталкиваются с обязательствами и ограничениями необходимыми для обеспечения сохранности государственной тайны.

Для осуществления допуска для всех граждан и должностных лиц проводится предварительная проверка, осуществляемая кадровым аппаратом и если того требует форма допуска, то и органами безопасности. В качестве документов, существуют карточки секретности, хранящиеся в отделах, обеспечивающих безопасность государственной тайны в органах государственной власти.

Допуск к сведениям, составляющим государственную тайну является первейшей мерой по обеспечению защиты информации и его надёжность в значительной мере может предупредить и пресечь утечку информацию через неблагонадёжных граждан и должностных лиц.
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Annotation

State secret is information protected by the state in the field of its military, foreign policy, economic, intelligence, counterintelligence and operational investigative activities, the dissemination of which could harm the security of the Russian Federation.

Information constituting a state secret is recorded on certain media: documents, hard drives, magazines, publications and special information storage devices, on which a secrecy stamp is affixed to distinguish them from each other.

Only government bodies and institutions entrusted with these powers by the President of Russia have the right to classify information. This is evidenced by Decree of the President of the Russian Federation dated November 30, 1995 No. 1203 “On approval of the list of information classified as state secrets.”

Keywords (10)

State secret, admission, state, information, protection, institutions, organization, officials, citizens, security classification.

Introduction

Relevance: State secrets concern all aspects of the life of the state and operate on a global scale. State secrets contain information that is necessary primarily for the normal functioning of the state in various conditions. It is very important to carefully approach the process of admitting officials and citizens to state secrets and who is allowed to develop and store classified information.

Purpose: Consideration of access of officials to information constituting a state secret.

Project objectives:

1. Consider the concept and essence of state secrets.

2. Analyze the system for protecting state secrets.

3. Identify forms of access for officials to information constituting a state secret.

Hypothesis: It is believed that the organization of a thorough check and approach to the process of accessing officials and citizens to information constituting state secrets has an effective impact on the system of protecting state secrets.

Object of study: Basics of access to state secrets and the system of its protection.

Main part

1. Basis for access of officials to information constituting state secrets

1.1. The concept of state secrets

1.2. State secret protection system

State secret is information protected by the state, the dissemination of which could harm the security of the Russian Federation. If information may harm the security of another state, then it is not a state secret.

The state protects information in the following areas:

1. Military. For example, information about new types of weapons or plans for future military operations.

2. Foreign policy. For example, this may apply to information in international negotiations, the disclosure of which could potentially harm the security of the country.

3. Economic. For example, information about the balance of payments of Russia and other countries during the war period or about the costs of weapons development.

4. Intelligence, counterintelligence and operational investigative. This includes information about the fight against terrorism, information about protecting the state border, and information about the organization of government communications, as well as much more.

But not all information from these areas is considered secret. To do this, some other conditions must be met.

State authorities and institutions that received this information have the right to classify information. A complete list of government bodies and what information can be classified is indicated in a special list of information classified as state secrets. It is exhaustive: an organization that is not listed in it cannot classify a conditional recipe and demand that its former employees be prosecuted for disclosing state secrets.

The following law enforcement agencies have the right to classify information:

- Ministry of Internal Affairs (MVD)

- Federal Security Service (FSB)

- Federal Security Service (FSO)

- Ministry of the Russian Federation for Civil Defense, Emergency Situations and Disaster Relief (EMERCOM)

-Ministry of Justice (Ministry of Justice)

-Ministry of Defense and the Office of the President of the Russian Federation

And also: Ministry of Economic Development, Russian State Holding, Federal Space Agency, Ministry of Industry and Energy.

Peaceful departments can also classify information. For example: Ministry of Education and Science, Ministry of Health and Social Development, Ministry of Agriculture and Ministry of Transport.

Information that constitutes a state secret is recorded on media: documents, hard drives, magazines, publications and special information storage devices.

To distinguish carriers from others, they are marked with a special secrecy stamp.

In Russia there are three classifications of secrecy:

1. Of particular importance

2. Top Secret

3. Secret

The difference between them is how much damage the disclosure of such information can cause.

Information of special importance includes such information, the disclosure of which would harm the interests of Russia as a whole.

Top secret information, if disclosed, may harm the interests of a ministry, department or sector of the Russian economy in one or more of the listed areas.

Secret information, if disclosed, may cause damage to an enterprise, institution or organization.

What exactly can cause harm and to whom, what classification to assign to this or that information is decided by the heads of government agencies themselves. They also create a commission that draws up a detailed list of information that needs to be classified. And this commission determines what in the work of a government body or department is considered information of special importance, and what is top secret or classified.

Each agency that works with state secrets has these lists.

The state secret protection system is a set of bodies for the protection of state secrets, the means and methods they use to protect information constituting a state secret, and the activities carried out for this purpose. Methods of regulating these institutions are also primarily associated with an obligation, an imperative that does not allow deviations from the law, and several options for the legal possibility of developing the situation.

The law applies to the bodies protecting state secrets:

- Interdepartmental Commission for the Protection of State Secrets, authorized to deal with the security of federal executive authorities. The Interdepartmental Commission for the Protection of State Secrets is a collegial body coordinating the activities of government bodies in the field of protection of state secrets in order to develop and implement regulatory instructions for state programs and implement the legislation of the Russian Federation on State secrets.

- Federal executive authorities authorized in the field of security, federal executive authorities authorized in the field of defense, federal executive authorities authorized in the field of foreign intelligence, federal executive authorities authorized in the field of protection of technical information, information technologies, and their territorial bodies in accordance with the functions assigned to them by the legislation of the Russian Federation for organizing and ensuring the protection of state secrets.

- State bodies of enterprises, institutions and organizations and their structural divisions for the protection of state secrets. State bodies, enterprises, institutions and organizations, in accordance with the tasks within their competence, ensure the protection of information constituting state secrets. In accordance with the volume of work on the use of information constituting state secrets, heads of state bodies, enterprises, institutions and organizations create structural units for the protection of state secrets, the functions of which are determined by these managers in accordance with regulatory documents approved by the Government of the Russian Federation, taking into account the specifics of their work.

2. Legal basis for access of officials to information constituting state secrets

2.2. Admission forms

For officials and citizens who constantly recognize state secrets, the following social guarantees are established:

-The percentage increase in salary depends on the degree of confidentiality of the information they can receive.

-The right to continue working in government bodies, enterprises, institutions and organizations carrying out organizational activities and (or) employee activities, all other things being equal.

-For employees of structural units protecting state secrets, a percentage bonus is established for length of service in these structural units, with the exception of social guarantees established by officials and citizens who constantly recognize state secrets.

Organization of access of officials or citizens to information constituting a state secret is carried out by the heads of the relevant state bodies, enterprises, institutions or organizations and their structural divisions protecting state secrets. The procedure for obtaining information constituting a state secret by an official or citizen is determined by regulatory documents approved by the Government of the Russian Federation.

Heads of state bodies, enterprises, institutions and organizations bear personal responsibility for creating conditions for familiarizing officials or citizens only with information that constitutes a state secret and the amount necessary for the performance of official duties (functions).

State secrets of officials and citizens have three forms, corresponding to the three degrees of secrecy of information that constitute a state secret: information that is particularly important is top secret or secret. The scope of verification measures depends on how confidential the information processed by the individual is permitted. The Federal Security Service of the Russian Federation, its territorial body, together with the bodies carrying out operational investigative activities, checks the entry of citizens of the first and second categories. Reception of citizens according to the third form, with the exception of cases where the head of the organization doubts the reliability of personal data, is carried out by them without taking measures to verify the security authorities. Security authorities cooperating with relevant organizations have the right to determine that access to classified information is permitted only after the security authorities have taken verification measures.

The grounds for refusing a citizen access to state secrets may be:

- The court finds him incompetent, incompetent, or a particularly dangerous repeat offender who is being tried or is being investigated for a state or other serious crime with an undisclosed criminal record.

- The presence of medical contraindications when using information constituting a state secret, in accordance with the list approved by the Ministry of Health and Medical Industry of the Russian Federation.

- Documentation of him and (or) his close relatives for permanent residence abroad and (or) departure of these persons to another state for permanent residence.

- Identification of acts of registered persons that pose a threat to the security of the Russian Federation as a result of verification activities.

- Evasion of verification measures and (or) deliberate submission of false personal data.

The decision to deny a citizen access to state secrets is made by the head of the institution on an individual basis, taking into account the results of verification activities. A citizen has the right to appeal to a higher organization or to court. Termination of access to state secrets by an official or citizen may be terminated by a decision of the head of a state body, enterprise, institution or organization in the following cases:

1. Termination of an employment contract in the parentheses of a contract for employees about the organization and or activities of the employee.

2. Single violation of their obligations under an employment contract related to the protection of state secrets.

Conclusion

The system for protecting state secrets plays a very important role in ensuring the safety of state secrets. The admission of information is a predetermining factor in its safety, because the scope of use and application of such information, which can affect the development, well-being, and security of the world as a whole, depends on who will have this information.

We can draw a conclusion regarding ensuring access to information constituting state secrets in our country. First of all, access to state secrets is strictly limited and regulated by authorized authorities, each of which has its own competence in this area and its own controlled and supervised authorities. Citizens and officials are carefully selected, vetted before receiving clearance, and are also faced with obligations and restrictions necessary to ensure the safety of state secrets.

To obtain admission for all citizens and officials, a preliminary check is carried out by the personnel apparatus and, if required by the admission form, then by the security authorities. As documents, there are secrecy cards stored in departments that ensure the security of state secrets in government bodies.

Access to information constituting state secrets is the primary measure to ensure the protection of information, and its reliability can significantly prevent and stop the leakage of information through unreliable citizens and officials.
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